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Data Privacy Policy & Settings 
 

Introduction to Privacy Policy (Asia Pacific) (“Privacy Policy”) 

At the Brenntag Group, we take your privacy seriously. We are committed to complying with all data 
protection/privacy laws as are applicable to us. 

Brenntag is a global company, with legal entities, business processes, management organizations, and 
system infrastructure that cross borders, including the Asia-Pacific region. This Privacy Policy applies to 
all Brenntag data collection, processing, usage and/or storing activities run by our subsidiaries and/ 
affiliates in Asia-Pacific, including product and service offerings, sales and marketing communications 
and digital content (e.g. event registrations, search engines, eCommerce, websites, applications, surveys, 
newsletters, advertising, and other electronic communications). It may however be supplemented by a 
more specific privacy notice/statement/policy or even superseded by another policy, specific to a 
particular program, product, service, content or entity from time to time.  

For the purposes of this Privacy Policy, all references to “Brenntag”, “Brenntag APAC”, “we” (and 
references to “our”, “us” and/ or “ours” shall have a corresponding meaning) shall mean Brenntag Asia-
Pacific Pte Ltd, Brenntag Pte Ltd, DigiB Asia-Pacific Pte Ltd and also each of the entities listed under 
clause 14 below (as applicable): 
 
Brenntag will only collect, use, disclose, store and/or process your personal data in accordance with this 
Privacy Policy. It is important that you read this Privacy Policy together with any other applicable 
notices Brenntag may provide on specific occasions, from time to time, when collecting, using, 
disclosing and/or processing personal data about you, so that you are fully aware of how and why 
Brenntag is using your personal data. 

BY CLICKING OR CHECKING “SIGN UP”, “I AGREE TO BRENNTAG’S PRIVACY POLICY”, “I 
AGREE AND CONSENT TO THE COLLECTION, USE, DISCLOSURE, STORAGE AND/OR 
PROCESSING OF MY PERSONAL DATA FOR THE PURPOSE STATED IN, AND UNDER THE 
TERMS OF, BRENNTAG’S PRIVACY POLICY” OR SIMILAR STATEMENTS AVAILABLE AT THE 
RESPECTIVE BRENNTAG WEBSITE REGISTRATION PAGE (OR EQUIVALENT), YOU 
ACKNOWLEDGE THAT YOU HAVE BEEN NOTIFIED OF AND UNDERSTOOD THE TERMS OF 
THIS PRIVACY POLICY AND THAT YOU HAVE AGREED AND CONSENTED TO THE 
COLLECTION, USE, DICLOSURE AND/OR PROCESSING OF YOUR PERSONAL DATA AS 
DESCRIBED AND UNDER THE TERMS HEREIN. 

Brenntag may update this Privacy Policy from time to time. Any changes we make to this Privacy Policy 
in the future will be posted on this page and, for material changes only (where appropriate and/or 
permitted under local law), notified to you, whereupon your continued use of the Websites, access to the 
Platform, shall constitute your acknowledgment and acceptance of the changes we make to this Privacy 
Policy. Please check back frequently to see any updates or changes to this Privacy Policy.  

 “Websites” shall mean each and any of the following websites (as applicable): 

Australia https://www.brenntag.com/en-au 

New Zealand https://www.brenntag.com/en-nz 

Indonesia https://www.brenntag.com/en-id 

Malaysia https://www.brenntag.com/en-my 

Philippines https://www.brenntag.com/en-ph 

Singapore https://www.brenntag.com/en-sg 
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Thailand https://www.brenntag.com/en-th 

Vietnam https://www.brenntag.com/en-vn 

Bangladesh https://www.brenntag.com/en-bd 

India https://www.brenntag.com/en-in 

Hong Kong https://www.brenntag.com/en-hk 

Taiwan https://www.brenntag.com/en-tw 

Korea https://www.brenntag.com/en-kr 

 “Platform” shall mean each and any of the following platforms (as applicable): 

https://apac.brenntag.com 

https://login.apac.brenntag.com 

 

This Privacy Policy applies in conjunction with other notices, contractual clauses and consent clauses that 
apply in relation to the collection, storage, use, disclosure and/or processing of your personal data by us 
and is not intended to override them unless we state expressly otherwise. 

1. Scope of Application and Controller 

This data Privacy Policy informs users ("you" or "your") about the type, scope and purpose of the 
collection, use, disclosure and other processing of personal data by entities of the Brenntag Group (in the 
Asia-Pacific region) as identified in the Contact Us section below (hereinafter referred to as “Brenntag”, 
"us", "we", our", as applicable). 

(NB: All references to “Personal Data” or “personal data” shall mean any information that relates to 
an identified or identifiable living individual. Different pieces of information, which collected together 
can lead to the identification of a particular person, also constitute personal data). 

2. Collection, Use, Disclosure and Other Processing of Personal Data 

2.1 Brenntag collects, uses, discloses and otherwise processes personal data within the scope of the 
operation of the internet portal/digital customer interface (“Portal”). The provision of your personal data 
to us is voluntary, however if you do not provide personal data to us you may be unable to access or fully 
utilise the Portal.   

2.2 We will only collect, use, disclose and process your personal data when the respective laws allow us 
to, commonly in the following circumstances: (i) to perform our contractual obligations; (ii) for our 
legitimate interests (or those of a third party) and your interests and fundamental rights do not override 
those interests; and/or (iii) to comply with legal obligations. Generally, we do not rely on consent as a 
legal basis for processing your personal data although we will get your consent before sending third party 
direct marketing communications to you via email or text message. You have the right to withdraw your 
consent given under this Privacy Policy at any time by contacting us through privacy.apac@digib.com or 
privacy@brenntag-asia.com.  

 

What We use your Personal Data for Our reasons Our legitimate interests 

Customer service. We use your Personal Data for 
customer service purposes, including responding to 
your enquiries and conducting customers satisfaction 
survey to improve and enhance our service level. This 
typically requires the use of certain personal contact 
information and information regarding the reason for 

 Fulfilling 
contractual 
obligations 

 Legal obligations 
 Our legitimate 

interests 

 Improving and 
developing new 
products and services 

 Being more efficient 
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What We use your Personal Data for Our reasons Our legitimate interests 

your inquiry (e.g. order status, technical issue, product 
question/complaint, general question, feedback, 
answers to survey).  
 

  Enhance customers 
service level and 
customer satisfaction 
 

Marketing and other promotions. With your consent 
(where required), we use your Personal Data to 
provide you with information about our goods or 
services (e.g. marketing communications or campaigns 
or promotions). This can be done via means such as 
email, ads, SMS, phone calls and postal mailings to 
the extent permitted by applicable laws. This use of 
your Personal Data is voluntary, which means that you 
can oppose (or withdraw your consent in certain 
countries) to the processing of your Personal Data for 
these purposes.  
 

 With your consent 
(where required) 

 Fulfilling 
contractual 
obligations 

 Our legitimate 
interests 

 Working out which of 
our products and 
services may interest 
you and telling you 
about them 

 Defining types of 
customers for new 
products or services 

Third party social networks: We use your Personal 
Data when you interact with third party social 
networking features, such as “Like” functions, to serve 
you with advertisements and engage with you on third 
party social networks. You can learn more about how 
these features work, the profile data that we obtain 
about you, and find out how to opt out by reviewing 
the privacy notices of the relevant third party social 
networks. 

 

 With your consent 
(where required) 

 Our legitimate 
interests 

 Working out which of 
our products and 
services may interest 
you and telling you 
about them 

 Defining types of 
customers for new 
products or services 

Personalisation (offline and online). With your 
consent (where required), we use your Personal Data 
(i) to analyse your preferences and habits, (ii) to 
anticipate your needs based on our analysis of your 
profile, (iii) to improve and personalise your 
experience on our Websites and apps; (iv) to ensure 
that content from our Websites/apps is optimised for 
you and for your computer or device; (v) to provide 
you with targeted advertising and content, and (vi) to 
allow you to participate in interactive features, when 
you choose to do so. The use of your Personal Data is 
voluntary, which means that you can oppose the 
processing of your Personal Data for this purpose.  
 

Order fulfilment. We use your Personal Data to 
process and ship your orders, inform you about the 
status of your orders, correct addresses and conduct 
identity verification and other fraud detection 
activities. This involves the use of certain Personal 
Data and payment information. 
 

 Fulfilling 
contractual 
obligations 

 With your consent 
(where required) 

 Legal obligations 
 Our legitimate 

interests 
 

 Improving and 
developing new 
products and services 

 Being more efficient 
 Protect our systems, 

networks and staff 
 Compliance with legal 

obligations 
 

Other general purposes (e.g. internal or market 
research, analytic, security). In accordance with 
applicable laws, we use your Personal Data for other 
general business purposes, such as maintaining your 
account, conducting internal or market research and 
measuring the effectiveness of advertising campaigns. 
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What We use your Personal Data for Our reasons Our legitimate interests 

We reserve the right, if you have Brenntag accounts, 
to reconcile those accounts into one single account. 
We also use your Personal Data for management and 
operation of our communications, IT and security 
systems.  

 

Legal reasons or merger/acquisition. In the event that 
Brenntag or its assets are acquired by, or merged with, 
another company including through bankruptcy, we 
will share your Personal Data with any of our legal 
successors. We will also disclose your Personal Data 
to third parties (i) when required by applicable law; 
(ii) in response to legal proceedings; (iii) in response 
to a request from a competent law enforcement 
agency; (iv) to protect our rights, privacy, safety or 
property, or the public; or (v) to enforce the terms of 
any agreement or the terms of our Website. 

 Legal obligations 
 Our legitimate 

interests 

 

 Compliance with legal 
obligations 

 Protect our assets and 
staff 
 

 

2.3 For technical reasons, your internet browser automatically transmits the following data to our web 
server when you access the Portal: 

Domain name or IP address of your terminal device, date and time of access, URL of the requesting 
website, http response code, accessed file, amount of data sent, browser type and version, and 
operating system. 

2.4 The data is stored by the web server and used by us to enable the use of the Portal and its technical 
administration, to secure system security and to further optimize our online content. 

2.5 We use the registration data (title, name, email address, company name) for the establishment and 
implementation of your account, membership, the creation of your account/ member account, the 
provision of our services and for contacting you, if and to the extent necessary for the aforementioned 
purposes. After entering your required data, you will receive an email from us to the email address 
provided and, by clicking on the link contained therein, you confirm that you have proper access 
authorization to the email address you provided in the registration form. We also collect information from 
you through our interactions with you through and in connection with the Portal. We may also use the 
above-mentioned data to (re)design, expand and optimize our Portal and our online content in order to 
adapt to our users' needs and to provide individual recommendations. 

2.6 Your data may be disclosed to our partner companies (such as our service providers, subcontractors, 
suppliers), credit reporting agencies/debt collectors, third party recipients using personal data for legal 
reason or due to merger/acquisition or Affiliates (as defined below) to the extent we use them to provide 
support services in processing your data on our behalf.  Your Personal Data will be processed by our 
authorised staff or agents, on a need to know basis, depending on the specific purposes for which your 
Personal Data have been collected (e.g. our staff in charge of customer service matters will have access 
to your customer record). In particular, we may transfer your data for processing to our Affiliate in the 
Netherlands, Germany or within Brenntag or Brenntag group, and to third parties as noted in this section 
because of the international nature of our business, in connection with the purposes set out in this data 
privacy policy. For this reason, we may transfer your personal data to other countries that may have 
different laws and data protection compliance requirements to those that apply in the country in which 
you are located. We will only use processors that have committed to complying with data protection 
standards at least to the same degree that we have committed ourselves under the applicable data 
protection legislation. Please also see sections 5 to 10 below for further details on transfer of data with 
respect to use of cookies and tools. “Affiliate” shall, for the purposes of this privacy policy, mean a 
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corporation partnership, joint venture, trust or any other legal entity or association which through a 
majority of shares or voting stock (50% or more) is directly or indirectly controlling, controlled by, or 
under common control with, Brenntag.  

2.7 We take appropriate measures to keep your Personal Data confidential and secure. We store your 
Personal Data in operating environments that use reasonable security measures to prevent unauthorised 
access and disclosure. We follow reasonable standards to protect Personal Data. The transmission of 
information via the internet is, unfortunately, not completely secure and although we will do our best to 
protect your Personal Data, we cannot guarantee the security of the data during transmission through our 
Websites/apps. 

2.8 It is important that you also play a role in keeping your Personal Data safe and secure. When signing 
up for an online account, please be sure to choose an account password that would be difficult for others 
to guess and never reveal your password to anyone else. You are responsible for keeping this password 
confidential and for any use of your account. If you use a shared or public computer, never choose to have 
your login ID/email address or password remembered and make sure to log out of your account every 
time you leave the computer. You should also make use of any privacy settings or controls we provide 
you in our Website/app. 

2.9 As soon as the purpose for the collection, use, disclosure or other processing of the personal data has 
ceased to exist and we have no legal or business purpose to retain the data, we will delete this data without 
undue delay, unless there are legitimate reasons within the meaning of the applicable statutory provisions, 
such as in particular statutory retention obligations, to archive such data. In this case, the data is blocked 
instead of deleted. 

3. Legal entitlement 

The collection, use, disclosure and other processing of personal data as described in this Privacy Policy 
will only be conducted if and to the extent we are legally entitled or required to do or after the user has 
consented to the use for the described purpose.  By ticking the consent box at the beginning of the 
registration process, you acknowledge and agree to this Data Privacy Policy. 

4. Rights of Data Subject 

4.1 You may have a right to seek access to your data free of charge as well as, a right to seek rectification 
of inaccurate data or limit the processing of your data. You may have rights to review update, port, be 
forgotten, erase, destroy, anonymize, restrict or object to certain activities, in which we engage with 
respect to your personal data You may also have the right to lodge a complaint with a data protection 
supervisory authority in your country, including the right to request information on the source of your 
Personal Data. We may refuse a request to access, rectify or limit data only where permitted or required 
by law.  

4.2 You may withdraw your consent for the use or disclosure or processing of your data at any time with 
effect for the future. If you withdraw your consent, we may still be entitled to use and disclose your data 
where permitted or required by law. 

4.3 Please note that, in certain circumstances, we will not be able to delete your Personal Data without 
also deleting your user account. We may be required to retain some of your Personal Data after you have 
requested deletion, to satisfy our legal or contractual obligations. We may also be permitted by applicable 
laws to retain some of your Personal Data to satisfy our business needs. 

4.4 If you have any questions regarding the collection, processing or use of your personal data or if you 
require to exercise any rights as set out in clause 4.1, please contact us using the details in the Contact Us 
section below.  Please provide sufficient details to enable us to understand the nature of your request and 
how to contact you. 
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5. Cookies 

5.1 Cookies are small text files that can be stored on your hard drive when you visit a website. These text 
files are generated by the web server with which you have connected via your web browser (e.g. Microsoft 
Internet Explorer, Google Chrome, Mozilla Firefox, Apple Safari) and then sent to you. We use cookies 
on our websites, such as but not limited to cookies to document the frequency of visits to our websites. 

5.2 Most web browsers are pre-set to automatically accept cookies. However, you may deactivate the 
creation and storage of cookies or set your web browser so that it notifies you as soon as cookies are 
intended to be sent. Please use the help function in the menu bar of your web browser or operating system 
for further guidance. 

5.3 Please note that if cookies are deactivated, you may not be able to use the full functionality of our 
website. 

6. Google Analytics 

6.1 This website uses Google Analytics, a web analytics service provided by Google, Inc. (“Google”). 
Google Analytics uses cookies. The information generated by the cookie about your use of the website 
(including your IP address) will be transmitted to and stored by Google on servers usually in the United 
States, but possibly in the EU member states as well. In case of activation of the IP anonymization, Google 
will truncate/anonymize the last octet of the IP address for Member States of the European Union as well 
as for other parties to the Agreement on the European Economic Area. Only in exceptional cases, the full 
IP address is sent to and shortened by Google servers in the United States. On behalf of the website 
operator Google will use this information for the purpose of evaluating your use of the website, compiling 
reports on website activity for website operators and providing other services relating to website activity 
and internet usage to the website operator. 

6.2 Google will not associate your IP address with any other data held by Google. You may refuse the 
use of Google cookies by selecting the appropriate settings on your browser, see also section 5 above on 
changing settings. However, please note that if you do this, you may not be able to use the full 
functionality of this website. Furthermore you can prevent Google’s collection and use of data (cookies 
and IP address) by downloading and installing the browser plug-in available under 
https://tools.google.com/dlpage/gaoptout?hl=en-GB.  

6.3 You can prevent the capturing by Google Analytics by clicking on the following link. An opt-out 
cookie is set which prevents future collection of your data when you visit this website: Deactivate Google 
Analytics 

6.4 Here you will find more detailed information on Terms of Use and Data Protection. Information on 
how Google collects and processes data can be viewed at 
https://policies.google.com/technologies/partner-sites (or any other link Google may provide from time 
to time). 

6.5 Please note that this website initializes Google Analytics with the setting “gat.anonymizeIp();” to 
ensure anonymized capturing by masking the last part of your IP addresses (IP masking). 

7. Google Tag Manager 

This website uses the Google Tag Manager. Google Tag Manager is a solution that allows marketers to 
manage website tags from applications such as Google Analytics through a single surface/interface. The 
Tool Tag Manager itself (which implements the tags) is a cookie-free domain and does not collect any 
personal data. The tool triggers other tags, which in turn may collect data under certain circumstances. 
Google Tag Manager does not access this data. If deactivation has been made at domain or cookie level, 
such deactivation remains in effect for all tracking tags that are implemented with Google Tag Manager. 
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8. Hotjar 

8.1 This website uses Hotjar, an analytics software (“Hotjar”)  provided by Hotjar Ltd. 
(https://www.hotjar.com/, Level 2, St Julian's Business Centre, 3, Elia Zammit Street, St Julian's STJ 
1000, Malta, Europe) (“Hotjar Ltd”). Hotjar allows us to measure and observe the usage behavior (clicks, 
mouse movements, scroll heights, etc.) on our website. The information generated by the tracking code 
and cookie about your visit to our website is transmitted to and stored by Hotjar servers in Ireland. The 
tracking code collects the following information: 

8.2 Device-specific data. The following information may be collected related to your device and browser: 
 
1. Device's IP address (captured and stored in an anonymized format); 

2. Device screen resolution; 

3. Device type (unique device identifiers), operating system, and browser type; 

4. Geographic location (country only); 

5. Preferred language used to display the Hotjar Enabled Site. 

6. Mouse events (movements, location and clicks) 

7. Keypresses 

8. referring URL and domain; 

9. pages visited; 

10. preferred language used to display the webpage; 

11. date and time when website pages were accessed. 

8.3 Hotjar will use this information to observe your use of our website, to generate usage reports and 
other services relating to website usage and internet analysis of the website. Hotjar also uses third party 
services, such as Google Analytics and Optimizely. These third parties may store information that your 
browser sends when you visit the Portal, such as cookies or IP requests. For more information on how 
Google Analytics and Optimizely store and use data, please refer to their respective privacy statements. 

8.4 By continuing to use this website, you consent to Hotjar Ltd and its third party service providers 
processing your data as set out above and in further detail in the Hotjar Privacy Policy or Hotjar Ltd’s 
third party service providers’ privacy statements. 

8.5 The cookies used by Hotjar have a different “lifetime”; some remain valid for up to 365 days, some 
remain valid only during the current visit. 

8.6 You can prevent Hotjar from collecting your data by clicking on the following link and following the 
instructions there: Hotjar Opt-out 

9. Auth0 

This website uses the services of Auth0, a service provided by Auth0, Inc., 10900 NE 8th Street, Bellevue, 
WA 98004, USA to administer and observe the logins into our system. Data is transferred to the United 
States and processed there. Auth0 meets the requirements of the EU-US Privacy Shield framework, which 
regulates the collection, use, and storage of personal data of EU data subjects. Please also note Intercom's 
privacy policy at https://auth0.com/privacy.   

10. SendGrid and Pardot 

This website uses SendGrid and Pardot, email marketing automation tools. Please note that for the 
purposes of EU data protection legislation, SendGrid and Salesforce (for Pardot) are the controller of 
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Your personal information. For more information, please check SendGrid's Privacy Policy on their 
website: https://sendgrid.com/policies/privacy/services-privacy-policy/ and Salesforce’ Privacy Policy 
on their website: https://www.salesforce.com/company/privacy/full_privacy/ 

11. Security 

Brenntag uses securing technical and organizational measures to protect the data made available to it 
against accidental or intentional manipulation, loss, destruction or access by unauthorized persons. Our 
security measures are constantly improved and adapted in line with technological developments. 
 
12. Changes to This Policy 

If we change the way we handle your Personal Data, we will update this Policy. We reserve the right to 
make changes to our practices and this policy at any time, please check back frequently to see any updates 
or changes to our policy. 

13. Data Protection Officer/ APAC Privacy Correspondent (collectively, “APAC Privacy 
Officer”) 

Your trust is of key importance to us. Therefore, we remain available for your questions and remarks at 
any time. If you have any questions regarding the collection, handling, control, usage and/ or processing 
of your personal data and possible related rights (each as described under this Privacy Policy), you may 
contact our APAC Privacy Officer directly, who is also available in the event of requests for access 
your personal data and any other applications or compliant related to data protection matters.  

14. APAC Privacy Officer; Data Controllers & Contact Us 
 
Please see the contact detail of our APAC Privacy Officer below and, to the extent required by any 
applicable laws, by contacting our APAC Privacy Officer, he/ she will also direct you to the country-
specific Data Controllers/ Data Privacy Officer (or equivalent) to attend to your data protection/ privacy 
related queries in relation to any specific jurisdiction (only to the extent required by the relevant 
jurisdictions): 

- Contact e-mail address: privacy.apac@digib.com or privacy@brenntag-asia.com 
 

- Please mark your attention to:  

(APAC) Data Protection Officer/ APAC Privacy Correspondent 

When contacting us, please detail the nature of your concern and provide your contact details.  We will 
consider the issues raised and investigate any alleged breach of our obligations relating to your data.  
We will endeavour to respond to you promptly with a resolution. 

 
Data Controllers Responsible for Data Privacy Officer – Brenntag Singapore 

DigiB Asia Pacific Pte Ltd  

29 Media Circle,  
#06-01 Alice@Mediapolis 
Singapore 138565, 
Singapore 
Contact: +65 6500 1100 
 
Brenntag Asia-Pacific Pte Ltd  
29 Media Circle,  
#10-01 Alice@Mediapolis,  
Singapore 138565, 

All activities ChangWei Wee  
Office Number : + 65 6309 4601 
Email:  Changwei.wee @brenntag-
asia.com 

Jutta Löwe 
Office Number : +49 201 6496 1259 
Email : jutta.loewe@brenntag.de 
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Data Controllers Responsible for Data Privacy Officer – Brenntag Singapore 

Singapore 
Contact: +65 6500 1100 
 
Brenntag Pte. Ltd. 
29 Media Circle,  
#10-01 Alice@Mediapolis,  
Singapore 138565, 
Singapore 
Contact: +65 6500 1100  
 

In addition, if you are accessing a country-specific Brenntag website, the following local data controllers will 
also be involved (see each corresponding “Data Controller” for each country in table below).  

Country Data Controller Contact Details 
Australia Brenntag Australia Pty Ltd Level 5, 10 Nexus Court  

Mulgrave 3170 
Victoria, Australia  
 

New Zealand Brenntag New Zealand Limited                             Business Address:                                               
Level 2, Building C, 602 Great South Road, 
Ellerslie, 1051 Auckland, New Zealand 
    
Registered Address:                                      
QUIGG PARTNERS, Level 7,  
36 Brandon Street, Wellington, 6011, New 
Zealand 
 

Indonesia PT. Brenntag Graha Pratama Building, 17th Floor, Jalan M.T. 
Haryono Kav. 15,  
12810 Jakarta Selatan,  
Indonesia 
 

Malaysia 
 

Brenntag Sdn. Bhd.   Business Address:  
Lot PT 55, 64 & 65,  
Jalan Hulu Tinggi 26/6 
Seksyen 26,  
40400 Shah Alam, Selangor, Darul Ehsan,  
Malaysia 
 
Registered Address:  
32B Jalan Awan Hijau,  
Taman Overseas Union,  
58200 Kuala Lumpur,  
Malaysia 
 

Brenntag Malaysia Sdn. Bhd. Business Address:  
Lot PT 55, 64 & 65,  
Jalan Hulu Tinggi 26/6 
Seksyen 26,  
40400 Shah Alam, Selangor, Darul Ehsan,  
Malaysia 
 
Registered Address:                                     
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Country Data Controller Contact Details 
Level 21, Suite 21.01,  
The Gardens South Tower,  
Mid Valley City, Lingkaran Syed Putra,  
59200 Kuala Lumpur, Malaysia 
 

Philippines Brenntag Ingredients Inc. 16th Floor of Asian Star Building,  
2402-2404 Asean Drive, Filinvest City, Alabang, 
Muntinlupa City,  
Philippines 
 

Singapore Tee Hai Chem Pte. Ltd. 25 Greenwich Drive  
Tee Hai @Tampines Logispark,  
Singapore 53397, Singapore 
 

Thailand 
 

Brenntag Ingredients (Thailand) 
Public Company Limited 

1168/98-100 Lumpini Tower,  
33rd Floor, Rama IV Road, Thungmahamek, 
Sathorn,  
10120 Bangkok, 
Thailand 
 

Brenntag Service (Thailand) Co., 
Ltd. 

1168/98 Lumpini Tower,  
33rd Floor, Rama IV Road, Thungmahamek, 
Sathorn,  
10120 Bangkok, 
Thailand 
 

Brenntag Enterprises (Thailand) 
Co., Ltd.    

1168/98-100 Lumpini Tower,  
33rd Floor, Rama IV Road, Thungmahamek, 
Sathorn,  
10120 Bangkok, 
Thailand 
 

Thai-Dan Corporation Ltd.     1168/100 Lumpini Tower,  
33rd Floor, Rama IV Road, Thungmahamek, 
Sathorn,  
10120 Bangkok, 
Thailand 
 

Brenntag Lubricants (Thailand) 
Co., Ltd. 

1168/98 Lumpini Tower,  
33rd Floor, Rama IV Road, Thungmahamek, 
Sathorn,  
10120 Bangkok, 
Thailand 
 
 

Vietnam 
 

Brenntag Vietnam Co., Ltd. 120 Hoang Hoa Tham Street, Ward 7,  
Binh Thanh District,  
Ho Chi Minh City, 700000  
Vietnam 
            

Brenntag Vietnam Co., Ltd. 
(Hanoi Branch) 

Floor 6th, Detech Tower II Building, No.107 
Nguyen Phong Sac Street,  
Dich Vong Hau Ward,  
Cau Giay District, Hanoi, Vietnam 
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Country Data Controller Contact Details 
Brenntag Vietnam Co., Ltd. 
(Dong Nai Branch) 

No. 10, Phan Dang Luu Street,  
Quarter 7, Long Binh Ward,  
Bien Hoa City, Dong Nai Province, Vietnam 
 
 
 

Brenntag Vietnam Co., Ltd. (Bac 
Ninh Branch) 

Lot 7, TS9 Street,  
Tien Son Industrial Park,  
Hoan Son Commune, Tien Du District, Bac Ninh 
Province, Vietnam 
 

Cambodia Representative office of Brenntag 
Pte. Ltd. 

Brenntag Pte. Ltd., 
29 Media Circle,  
10-01/02 Alice@Mediapolis,  
Singapore 138565, Singapore 
 

Myanmar MY Industrial Ingredients Co., 
Ltd. or other entity to be 
nominated by Brenntag  

please send us to an e-mail or address under 
"Contact Us" if you have any queries regarding 
Myanmar. 
 

Bangladesh 
 

Brenntag Bangladesh Ltd. Latif Tower, 6th & 7th Floor,  
47-Kawran Bazar, Tejgaon,  
Dhaka-1215,  
Bangladesh 
 

Brenntag Bangladesh Formulation 
Ltd. 

Latif Tower, 6th & 7th Floor,  
47-Kawran Bazar, Tejgaon, 
Dhaka-1215,  
Bangladesh 
 

Brenntag Bangladesh Services 
Ltd. 

Latif Tower, 6th & 7th Floor,  
47-Kawran Bazar, Tejgaon, 
Dhaka-1215,  
Bangladesh 
 

India 
 

Brenntag Ingredients India Pvt 
Ltd   

301, Ackruti Centre Point, 3rd Floor, MIDC 
Central Road, Andheri (East) Mumbai 400093, 
India 
 

Raj Petro Specialities Private 
Limited 

B-1-101 Boomerang Business Centre,  
Chandivali Farm Road,  
Chandivali, Andheri (East),  
Mumbai - 400072, Maharashtra, India. 
 

Hong Kong 
 

Brenntag Chemicals (HK) Pte Ltd 6/F, Epoch Industrial Building,  
8 Cheung Ho Street, Tsing Yi,  
New Territories, Hong Kong 
 

Wellstar Enterprises (Hong Kong) 
Company Limited 

Flat 4, 11/F, Yuen Long Trading Centre,  
No. 33 Wang Yip Street West,  
Yuen Long, New Territories,  
Hong Kong 
 

Zhong Yung (International) 
Chemical Co., Limited 

Flat 4, 11/F., Yuen Long Trading Centre,  
No. 33 Wang Yip Street West,  
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Country Data Controller Contact Details 
Yuen Long, New Territories,  
Hong Kong 
 

Taiwan Brenntag Taiwan Co., Ltd.    4F-3, No. 2, Section 3,  
Minsheng East Road, Zhongshan District, Taipei 
City 104,  
Taiwan R.O.C. 
 

South Korea Brenntag Korea Co., Ltd. 24-4 Chanumul-ro (Galhyeon-dong), Gwacheon-si, 
Gyeonggi-do,  
South Korea 
 
You can also contact our Data Protection Officer 
in South Korea : 
Junho Eom 
Phone: +82 2 509 7901 
E-mail: junho.eom@brenntag-asia.com 
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